|  |
| --- |
| *“Het gebruik van o.a. internet, social media en de daaraan verbonden risico's maakt het stellen van gedrags-en gebruiksregels nodig. Bij risico's valt te denken aan beschadiging van het netwerk door virussen, uitlekken van vertrouwelijke informatie en het in diskrediet brengen van de goede naam van personen of van het Da Vinci College.’*  |

(BRON: gedragscode van het Da Vinci College)



http://www.regionaalarchieftilburg.nl/home/blog-detail/algemeen/2015/12/30/2015---overzicht-van-het-gebruik-van-social-media/

Om met elkaar een veilige schoolomgeving te krijgen is het belangrijk dat je bij het gebruik van sociale media ook rekening houdt met de volgende uitgangspunten:

1. Als je foto’s of filmopnamen in en rond de school maakt vraag je altijd toestemming aan de betrokken personen.
2. Er mogen geen foto’s of filmopnamen openbaar worden gemaakt of gedeeld worden via de social media als dit schade kan aanbrengen aan andere personen.
3. Je vraagt altijd toestemming als je opnamen in het openbaar wilt laten zien of via social media wilt delen.

**Voor de volledige tekst: Artikel 20 ‘Veiligheid op school’ uit het deelnemersstatuut.**

|  |
| --- |
|  |

|  |  |
| --- | --- |
| http://www.sclera.be/resources/pictos/vergrootglas.png | **Op zoek naar belangrijke documenten?** Kijk op de website van het Da Vinci College: <https://www.davinci.nl/over-het-da-vinci-college/belangrijke-documenten> of bij ‘Algemene informatie’ in It’s Learning. |

|  |
| --- |
|  |